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4.1.1
Basic objectives for PLMN management

The following basic objectives to be supported by the management specifications have been identified:

-
to be capable of managing equipment supplied by different vendors including the management systems themselves.

-
to minimise the complexity of PLMN management.

-
to provide the communication between Network Elements (NEs) and Operations Systems (OS) or between OSs themselves via standardised interfaces (e.g. CORBA, SNMP, etc.) as appropriate and necessary.

-
to minimise the costs of managing a PLMN such that it is a small component of the overall operating cost.

-
to provide configuration capabilities that are flexible enough to allow rapid deployment of services.

-
to provide integrated Fault Management capabilities.

-
to simplify maintenance interventions by supporting remote maintenance operations.

-
to allow interoperability between Network Operators/Service Providers for the exchange of management/charging information. This includes interoperability with other networks and services 
(e.g. ISDN/B-ISDN, PSTN and UPT) as well as other PLMNs.

-
to enable the support and control of a growing number of resources. This would allow the system to start from a small and simple configuration and grow as needed, both in size and complexity.

-
to re-use existing relevant standards (e.g. GSM, IN, ISDN/B-ISDN, ITU-T, TMF etc.) where applicable.

-
to support the security management of PLMNs (e.g. key management, access control management, operation and administration of security mechanisms) with particular emphasis on new features such as automatic roaming and packet switched services.

-
to provide and support a flexible billing and accounting administration, to support charging across PLMNs.

-
to address the management and assessment of system performance and operation through the use of common measurements, etc. This would enable a Network Operator/Service Provider to assess actual performance against planned targets.

-
to expose any information only once.
(Example: In case an operator would like to change one parameter in a cell: Then all occurrences of this parameter, e.g. transceiver frequency, hand-over relationships, performance measurements, frequency hopping control, etc., should be changed by one action only.)

-
to support the restoration of an Operations System (e.g. resynchronisation and atomic transactions).

-
to have one (1) name convention for network resources under management in the 3GPP context. To perform network management tasks, co-operating applications require identical interpretation of names assigned to network resources under management. Such names are required to be unambiguous as well.

It is acknowledged that the introduction of new architecture to support new services or the introduction of new services themselves may impact the detailed requirements of some or all of the above.
	Next modification


5.1.5
Inter-NE interfaces (Type 6)

Interfaces between Network Elements are sometimes used to carry management information even though this may not be the primary purpose of the interface. An example in an UMTS network is the Iub interface between Node-B and RNC (see figure 2 above). This type of interface is not within the scope of this specification, though potential impacts upon it should be considered. 
	Next modification


7.2.2
Standardisation objectives

During the lifetime of a 3GPP network, its logical and physical configuration will undergo changes of varying degrees and frequencies in order to optimise the utilisation of the network resources. These changes will be executed through network configuration management activities and/or network engineering, see TS 32.600 [54].

Many of the activities involved in the daily operation and future network planning of a 3GPP network require data on which to base decisions. This data refers to the load carried by the network and the grade of service offered. In order to produce this data performance measurements are executed in the NEs, which comprise the network. The data can then be transferred to an external system, e.g. an Operations System (OS) in TMN terminology, for further evaluation. The purpose of the present document is to describe the mechanisms involved in the collection of the data and the definition of the data itself.

The Performance Management functional area concerns the management of performance measurements and the collection of performance measurement data across a 3GPP network. It defines the administration of measurement schedules by the Network Element Manager (EM), the generation of measurement results in the Network Elements (NEs) and the transfer of these results to one or more Operations Systems, i.e. EM(s) and/or Network Manager(s) (NM(s)).

The management requirements have been derived from existing telecommunications operations experience. The management definitions were then derived from other standardisation work so as to minimise the re-invention factor. References are given as appropriate.

The objectives of the present document are:

-
To provide the descriptions for a standard set of measurements; 

-
To produce a common description of the management technique for measurement administration and result accumulation; and 

-
To define a method for the bulk transmission of measurement results across a management interface.

The definition of the standard measurements is intended to result in comparability of measurement data produced in a multi-vendor 3GPP network, for those measurement types that can be standardised across all vendors' implementations.

As far as possible, existing standardisation in the area of Performance Management is re-used and enhanced where particular requirements, peculiar to the mobile telephony environment, have been recognised.

Performance management is further specified in TS 32.400-series [53].

	Next modification


7.5.2
Standardisation objectives

A 3GPP system is composed of a multitude of Network Elements (NE) of various types and, typically, different vendors, which inter-operate in a co-ordinated manner in order to satisfy the network users' communication requirements.
The occurrence of failures in a NE may cause a deterioration of this NE's function and/or service quality and will, in severe cases, lead to the complete unavailability of the respective NE. In order to minimise the effects of such failures on the Quality of Service (QoS) as perceived by the network users it is necessary to:

-
detect failures in the network as soon as they occur and alert the operating personnel as fast as possible;

-
isolate the failures (autonomously or through operator intervention), i.e. switch off faulty units and, if applicable, limit the effect of the failure as much as possible by reconfiguration of the faulty NE/adjacent NEs;

-
if necessary, determine the cause of the failure using diagnosis and test routines; and

-
repair/eliminate failures in due time through the application of maintenance procedures.

This aspect of the management environment is termed "Fault Management" (FM). The purpose of FM is to detect failures as soon as they occur and to limit their effects on the network Quality of Service (QOS) as far as possible.
The latter is achieved by bringing additional/redundant equipment into operation, reconfiguring existing equipment/NEs, or by repairing/eliminating the cause of the failure.

Fault Management (FM) encompasses all of the above functionalities except commissioning/decommissioning of NEs and potential operator triggered reconfiguration (these are a matter of Configuration Management (CM), cf. TS 32.600 [54]).

FM also includes associated features in the Operations System (OS), such as the administration of a pending alarms list, the presentation of operational state information of physical and logical devices/resources/functions, and the provision and analysis of the alarm and state history of the network.

Fault management is further specified in TS 32.111-series [3].

	Next modification


7.8
Configuration Management

A variety of components will make up an operator's actual implementation of a 3GPP network. Since it is an explicit goal of the standardisation effort within 3GPP to allow mix and match of equipment from different vendors, it is expected that many networks will indeed be composed of multiple vendors' equipment. For an operator to be able to properly manage this diverse network, in order to provide the quality of service expected by his customers, it is essential to standardise the Configuration Management for 3GPP systems at least to an extent that the operation of the multi-vendor network will be possible effectively and efficiently. Within the scope of Configuration Management, a distinction has to be made between those aspects targeting single Network Elements (NE management level) and those that are also, or exclusively, relevant for some part or the entire network (Network Management level).

Configuration Management is further specified in TS 32.600 [54].

	Next modification


7.9
Accounting Management

3GPP charging data descriptions will be based on the requirements specified in TS 22.115 "Service aspects; Charging and Billing" [51] and on the charging principles outlined in TS 32.200 "Charging management; Charging Principles" [55]. The main content of 3GPP charging data descriptions will be:

-
Layout and formats of Charging Data Records (CDRs) for the 3GPP core network nodes (circuit, packet switched and IP Multimedia) and service nodes (e.g. MMS);

-
Data generation dependent on call states, chargeable events and TS 22.115 [51] service requirements;

-
Formal description of the CDRs format in ASN.1 (ITU-T Recommendation X.680-1997 [49]) and definition of a file transfer mechanism (FTP).

	Next modification


7.10
Subscription Management

Subscription Management (SuM) is a feature that permits Service Providers, Value Added Service Providers and Mobile Operators to provision services for a specific subscriber. The feature is necessary to allow Service Providers and Operators to provision, control, monitor and bill the configuration of services that they offer to their subscribers. SuM focuses on the OAM processes to manage subscription information. These correspond to the 'Fulfilment' Process areas of the TeleManagement Forum Telecom Operations Map [100].

SuM is an area of service operation management that sets a complex challenge for Service Providers and Operators in their support of new or existing subscribers during their every day network operation.

In previous generation solutions the main repository of the subscription information is in the Home Locations Register (HLR). However the management and administration interfaces for controlling this information is proprietary to each vendor. The use of proprietary interfaces is inconvenient for those Operators using multiple vendors' equipment since their provisioning systems have to accommodate multiple proprietary interfaces, which perform essentially identical functions. Moreover, it makes it more difficult to generate customer self care applications that allow subscribers to provision, and amend subscription data.

The 3GPP environment requires more complex service delivery mechanisms than in previous generation and SuM is no longer simply an internal matter for a single operator but a capability that is achieved by linking together features across multiple Service Providers and Operators Operations Support Systems (OSS). Historically, the services provided by Operators have been defined within standards groups such as ETSI or 3GPP. With the advent of Open Services Access (OSA) being adopted by 3GPP the User Service Definitions will be replaced by Service Capabilities traded amongst Service Providers and Network Operators. This will allow Operators and Service Providers to define customized service environments that roam with users as they move amongst networks - this is the Virtual Home Environment (VHE) 3GPP TR 22.121 [56]. This customized service environment means that subscription information is held in a number of locations including the Home Network, the Visited Network, the User Equipment, Application VASP Equipment (e.g. servers accessed by the subscriber for content and information based services) and the Operations Systems of the Service Providers, and Operators supporting the subscriber's service subscription.

Service delivery and support across multiple vendors' solutions and organizations is a feature of other industries, and the solutions adopted are secure supply chain solutions based upon mainstream e-commerce principles, methods and technologies.

There is a relationship between this feature and the PS Domain, CS Domain, IP Multimedia Subsystem (IMS), Authentication Center (AuC), Open Services Access (OSA) and Generic User Profile (GUP) documented in other 3GPP specifications.

The conceptual model for SuM is illustrated in figure 10.


[image: image1.emf]   

Customer  

Care Center  

User /  

Subscriber  

Subscription  

Profile  


Figure 10: High level view of Subscription Management (SuM)

SuM is concerned with provisioning the subscription profile throughout all the systems and trading partners needed to realize the customer service, SuM provides specifications that define the interfaces and the procedures that interconnect the three points of the SuM triangle: Customer Care Center, the User and the network (s) where the Subscription profile resides (such as HSS, USIM, etc.).

The SuM requirements are described in more detail in 3GPP TS 32.140 [57], The SUM Architecture is described in 3GPP TS 32.141 [58].
	Next modification


D.1
Overview

QoS Management, from an OAM&P perspective, in 3GPP networks primarily consists of two functional areas: QoS policy provisioning and QoS monitoring. QoS Policy Provisioning is the process of configuring and maintaining selected Network Elements with QoS policies that are created based upon customer SLAs and observed network performance. QoS Monitoring is the process of collecting QoS performance statistics and alarms; this data is then used to generate analysis reports for making changes/upgrades to the network. The detailed relationship between SLA Management and QoS Provisioning and Monitoring is for future study. A conceptual breakdown of QoS Management is shown in figure D.1.
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Figure D.1: QoS Management

The following clauses provide descriptions of QoS Provisioning and Monitoring.

It should be noted that the same descriptions could apply to other Policy Management instantiations, e.g. Security and Service Provisioning.

	Next modification


D.2
QoS Provisioning
D.2.0
Introduction 

In the 3GPP networks, multiple network domains must inter-work in order to provide the end-to-end quality of service required by end-user applications. To add to this complexity, there are many classes of Network Elements from many network infrastructure suppliers, each of which require configuration in a consistent manner in order to the network operator's QoS objectives. Within each Network Element, there are many QoS functions (such as Admission Control, Policers, Shapers, Queue Manager and Scheduler), which must be configured. 

In order to configure these heterogeneous networks so that they can deliver the desired QoS, the operator needs a management solution that meets the following high-level requirements:

-
Automation of management tasks. 

-
Centralized management with fewer classes of management interface.

-
Abstracted (or simplified) management data.

-
End-to-End provisioning of the network.

-
Consistent and uniform provisioning across all Network Elements.

-
Standards-based solution in order to allow inter-operability at Network Element and OSS level.

-
Scalable solution for large networks.

The IETF Policy Management Framework has been designed with these requirements in mind

The various standards that apply to QoS Policy Provisioning as described in the following clauses are listed in D.4.1. At time of publication of the present document there are also a significant amount of IETF Drafts available on the subject at http://www.ietf.org,

…

	Next modification


D.3
QoS Monitoring

D.3.0
Introduction

QoS Monitoring in 3GPP networks consists of collecting/processing performance statistics, usage data and QoS related faults. In order to obtain end-to-end quality of service monitoring, the Network Elements, the Element Management Layer and Network Management Layer must all be involved with the QoS Monitoring process. Alarm and performance collection is done at the Network Element layer and alarm/performance aggregation, report generation, and analysis is done at the Element Management and Network Management layers. 

The following functions summarize the QoS Monitoring process:

-
Manage QoS fault conditions received from Network Elements.

-
Retrieve QoS Performance data from Network Elements.

-
Collect and process usage data.

-
Generate QoS Reports – trend analysis of key QoS parameters.

-
Audit/Analyse collected QoS parameters against expected values.

References that apply to QoS Monitoring and the following clauses are listed in clause D.4.2.

…

	Next modification


D.4.2

Policy Based QoS Monitoring References

The following documents apply to QoS monitoring:

[7]
3GPP TS 32.101: "Telecommunication management; Principles and high-level requirements".

[8]
3GPP TS 32.102: " Telecommunication management; Architecture".

[9]
3GPP TS 32.401: "Telecommunication management; Performance Management (PM); Concept and requirements". 

[10]
3GPP TS 32.200: "Telecommunication management; Charging management; Charging principles".

[11]
3GPP TS 32.205: "Telecommunications management; Charging management; 3G charging data description for the CS domain".

[12]
3GPP TS 32.215: "Telecommunication management; Charging management; Charging data description for the Packet Switched (PS) domain".

[13]
3GPP TS 32.600: "Telecommunication management; Configuration Management (CM); Concepts and high-level requirements".

[14]
3GPP TS 32.111-1: "Telecommunication management; Fault Management; Part 1: 3G fault management requirements".

[15]
IETF RFC 959: "File Transfer Protocol", J. Postel, J.K. Reynolds. Oct-01-1985. http://www.ietf.org/rfc/rfc0959.txt?number=959
[16]
IETF RFC 1901: "Simple Network Management Protocol, v2", J.Case, K. McCloghrie, M. Rose, S. Waldbusser. January 1996. http://www.ietf.org/rfc/rfc1901.txt?number=1901
[17]
IETF RFC 2573: "SNMP Applications", D. Levi, P. Meyer, B. Stewart. April 1999. http://www.ietf.org/rfc/rfc2573.txt?number=2573
[18]
IETF RFC 1907: "Management Information Base for Version 2 of the Simple Network Management Protocol (SNMPv2)", SNMPv2 Working Group, J. Case, K.McCloghrie, M. Rose, S. Waldbusser. January 1996. http://www.ietf.org/rfc/rfc1907.txt?number=1907 

[19]
TelemanagementForum (TMF) Telecom Operations Map (TOM), GB910, Approved Version 2.1, March 2000. http://www.tmforum.org/
[20]
TelemanagementForum (TMF) TOM Application Note, Mobile Services: Performance Management and Mobile Network Fraud and Roaming Agreement Management, GB910B, Public Evaluation Version 1.1, September 2000. http://www.tmforum.org/
[21]
TeleManagement Forum (TMF) NGOSS specifications http://www.tmforum.org/
[22]
3GPP TS 23.207: "End to End Quality of Service QoS Concept and Architecture".

[23]
3GPP TS 29.207: "Policy Control over Go interface".
[24]
3GPP TS 52.402: "Telecommunication management; Performance Management (PM); Performance measurements - GSM".
[25]

Void.

[26]
3GPP TS 32.405: "Telecommunication management; Performance Management (PM); Performance measurements - Universal Terrestrial Radio Access Network (UTRAN)".
[27]
3GPP TS 32.406: "Telecommunication management; Performance Management (PM); Performance measurements - Core Network (CN) Packet Switched (PS) domain".
[28]
3GPP TS 32.407: "Telecommunication management; Performance Management (PM); Performance measurements - Core Network (CN) Circuit Switched (CS) domain".
[29]
3GPP TS 32.408: "Telecommunication management; Performance Management (PM); Performance measurements - Teleservice".
[30]
3GPP TS 32.409: "Telecommunication management; Performance Management (PM); Performance measurements - IP Multimedia Subsystem (IMS)".
	End of modifications
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